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FrameCyber Connects the Dots

. « o In support of cybersecurity management

FrameCyber® makes cybersecurity risk transparent.
Do you have a

few good risk
information =) (Controls mitigate issues.

=P Threats, events, and assessments reveal issues.

9 ) ) L
sources already mp Metrics enable risk measurement and monitoring.

FrameCyber
allows easy
import and export
in Excel and
JSON.

Available Imports:
Assessment Guides
Control Documents
Threats & Events
Issues
Metrics
Organizations
People
Risk Categories
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User Entitlements
FrameCyber® provides access to a knowledge base focused
Available Exports: on cybersecurity risk assessment, information assurance, risk
Assessments measurement, risk reporting, risk mitigation, and risk
Control Documents remediation. Assignments start simple and build concepts that
Threats & Events learners can remember, understand, apply, analyze, and
Issues evaluate cybersecurity risk.
Logs
Metrics

Organizations Decision Framework Systems, Inc.

People 973-335-3530

Risk Categories

info@framecyber.com
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User Entitlements

www.framecyber.com
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